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# Instructions to Student

In this assessment you will do the following tasks in both server design implementation options:

1. Risk Assessment

Complete the risk assessment, **ICTNWK539\_540\_Risk\_Assessment\_Template.docx**, before you start network installation at the Anzac Airport work site.

Save the document as:

**ICTNWK539\_540\_Risk\_Assessment\_yourname.docx**

1. Server and workstation Installation
   1. Observed all WHS policy and procedures for the work site
   2. Obtain an industry standard physical servers or create virtual servers with industry standard specifications
   3. Install Windows 2019 Operating system and at least one other OS
   4. Connect at least one server to the internet using existing switch and network infrastructure
   5. Install applications at least in one server or update at least one server OS from the internet
   6. Install and configure a physical/virtual desktop workstation that will be part of the domain
   7. Configure IP addresses on all the servers and workstation and connect them to a network using physical or virtual switch
2. Server Configuration

a) Install Active directory and create domain controller. Use <your\_first\_name>anzac.com as the domain name. (e.g. tonyanzac.com)

b) Join all the servers including Non Windows servers to the domain

c) Join Workstation to the domain

d) Create Active directory OUs, users (at least 2) and groups according to your design

e) Configure the following network services according to your design options

* 1. DHCP
  2. DNS
  3. Windows server Update Services (WSUS) to auto update
  4. Backup and restore (Backup and restore storage volume)
  5. Folder structure and assign permission according to the design
  6. Windows Firewall to disable ping and Linux firewall to enable communication with application
  7. File/Folder sharing between different server platforms
  8. Install printers and deploy them using group policies
  9. Proxy Server
  10. NTP server
  11. Configure following applications according to your design options

i. WEB

ii. Mail

iii. FTP

iv. Diagnostic software

1. Testing and Troubleshooting

Conduct the following tests and document issues in the test plans **ICTNWK539\_540\_Test\_Plan\_yourname.docx** which you created in Assessment Task 2. Submit the completed document to connect.

a) Connectivity tests

i. Test connectivity of integrated servers by using the ping command from the desktop (before and after disabling by the firewall)

ii. Test Email by sending and receiving mail

iii. Test WEB connectivity

iv. Test FTP with large files and concurrent users

v. Test login from non-Windows server with an AD user that you created

b) Performance tests

i. Test and monitor performance of each server using industry recognised network utilities

ii. Run installed diagnostic software and produce a report

c) Availability tests

i. Test system and data availability according to file/folder permission specified in your design document

ii. Test folder sharing between different server platforms

iii. Back up a Windows storage volume and restore in another server

d) Diagnose and troubleshoot any integration problems

i. Analyse the issues you documented in issues in the test plans ICTNWK539\_540\_Test\_Plan\_yourname.docx and identify the issues

ii. Diagnose the errors, resolve them and document them in ICTNWK539\_540\_Trouble\_shooting\_Template.docx Rename the document ICTNWK539\_540\_Trouble\_shooting\_yourname.docx before submitting to connect

iii. Test the changes made to correct the issues to check if they comply with your design.

1. Post installation Tasks

a) Document the server configuration and status in ICTNWK539\_540\_Report\_Template.docx Rename the document ICTNWK539\_540\_Report\_yourname.docx before submitting to connect

b) Write an email to address the following. Write the email at the end of the document ICTNWK539\_540\_Report\_yourname.docx

i. To convey the status of servers (as a report you created)

ii. Sign off

iii. Clean-up and restoration of worksite to client’s satisfaction

You are to complete and submit the following files:

* ICTNWK539\_540\_Risk\_Assessment\_yourname.docx
* ICTNWK539\_540\_Test\_Plan\_yourname.docx
* ICTNWK539\_540\_Trouble\_shooting\_yourname.docx
* ICTNWK539\_540\_Report\_yourname.docx